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Web 3.0 – an evolution of the Internet  



What is Web 3.0 ?

There is no 

universally 

accepted 

definition



Web 3.0 
Blockchain 

– Decentralization, DeFi (Decentralize 

Finance)

Trustful and Permissionless 

– Interact Directly without middleman

AI and Machine Learning (ChatGPT)

- Provide content for ease internet 

browsing

NFT, Cryto, MetaVerse (AltspaceVR, 
Meta), GameFi (reward base economy)



Web 3.0 Security Risk 

Smart Contract Hacking

Account theft and mobile wallet theft 

Lack of Encryption and verification for API queries

Government Regulatory and Governing can be further enhanced 

Privacy Concern for decentralized data store

Decentralize Application Vulnerability



Financial Markets find efficiency in Decentralization



Smart Contract Hacking History

June 2016 - Decentralized Autonomous Organization - theft of 3.6 million ETH, which was then valued 
at about USD$70 million

April 2018 - Cryptocurrency Veritaseum - USD$8.4 million

July 2018 - Bancor network is a decentralized exchange - USD$12 million

February 2020 - Decentralized finance (DeFi) platform bZx – USD635k, Sept 2020 USD8M, Nov 2021 
USD$55M

Oct 2020 - Harvest Finance hackv- USD$24M



Cold and Hardware Cryto Wallet

Support Bluetooth / USB



Metaverse - Business user case with Hololens (AR Devices)

Airbus User Case

Airbus expects 

to reduce design 

validation time 

by 80 percent 

and accelerate 

complex tasks 

during assembly 

by 30 percent, 

while increasing 

quality, safety, 

and security.



Metaverse (AltSpace, Meta)

Personal Boundary – 4 feet bubble 



GameFi (Play-to-Earn)



Blockchain at Microsoft established 2015

2015



Announced April 12 Linkedin and Microsoft Verified ID



Get the Verified ID on the Mobile Phone

User Identity Wallet



Use Verified ID to apply a government application



Azure AD verifiable credentials - a better way to verify







AI usage in Internet Browsing



AI usage to generate Content



AI usage for Safer Internet browsing



Responsible AI 

www.microsoft.com/en-us/ai/responsible-ai



Responsible AI 



Microsoft 365 Co-Pilot (Announced 16 March 2023)



©Microsoft Corporation

Azure 

Trust is foundational to key business processes

Property Purchase

Seller’s Agent

Land Registry

Buyer

Lending Bank

Property 

Inspector

Appraiser

Insurer

Industrial Supply Chain

Source 

materials

Freight

Manufacture 

and assembly

Quality 

Inspection

Retailer

Financing

Consumer

Trade Finance

Inspection Company

Issuing Bank

Importer

Exporter

Adviser Bank Shipping Company



©Microsoft Corporation

Azure 

Ledger technologies enable digital trust

Companies are moving from 
intermediaries and manual auditing 

that are slow and costly…

…to ledger technologies that reduce 
cost, saves time, and lowers risk



©Microsoft Corporation

Azure 

Multi party transparency for audit

High integrity, immutable, 

tamper-proof, auditable history

Azure confidential ledger

Record to ledger

Receive receipt with 

cryptographic proof

Bank A

Regulatory agency or 

Auditor
Bank B

Selectively disclose claims with regulators or auditors



Confidential Consortium Framework

Enables multiple parties to execute auditable compute over 
confidential data without trusting each other

Azure confidential ledger

Tamperproof, unstructured data store hosted in trusted 
execution environments (TEEs) and backed by 
cryptographically verifiable evidence.



Web 3.0 Infrastructure



Q & A 
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